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Overview

This document describes how to implement multifactor authentication for Microsoft Office 365 configured for SSO to a local ADFS 2.0 service with the DualShield SSO service provided by the DualShield Unified Authentication Platform.

Microsoft Office 365 is a cloud based service that can be configured to use a local Active Directory Federation Service (ADFS) to enable local users to sign on with their existing AD credential to gain access to various Microsoft online services such as Office, Outlook, SharePoint and Lync.

Prerequisites

It is expected that Office365 has already been setup for SSO to an on-premises ADFS server with working SSO based on users AD passwords.

You must have the DualShield Authentication Server and DualShield SSO Server installed and operating (both are installed by default in the installation of the platform). For the installation, configuration and administration of DualShield Authentication and SSO servers please refer to the following documents:

- DualShield Authentication Platform – Installation Guide
- DualShield Authentication Platform – Quick Start Guide
- DualShield Authentication Platform – Administration Guide

You should also have created an application in DualShield for your Office 365 service, and published the application on the DualShield SSO server.
For Office 36 service, the logon procedure would typically contain 2 steps with the AD Static Password and a second-factor token:
Use the Self-Test function to verify that the application is ready:

![Self-Test](image1)

**Installation of DualShield IIS Agent**

To implement two-factor authentication for Office 365, you will need to install the DualShield IIS Agent on the ADFS server. For the general instruction of the installation and configuration of the DualShield IIS Agent, please refer to the following document:

- IIS 7.0 - Implementation Guide
Configure IIS on ADFS

The first step is to configure the IIS on ADFS to work on Form Based authentication.

Enable Form-Based Authentication

1. Open IIS and Windows Explore under Default Website\adfs\ls

2. Open the web.config file with Notepad, look for the localAuthenticationTypes section.

3. Move the line for Forms above the line for Integrated and save the web.config file. This will force the ADFS application to use the Form Based authentication before trying to use Windows Authentication.
4. Restart the IIS server and test your Office 365 logon to ensure that Form-based authentication is functional. Below is the screen shot of the default logon page when ADFS works in form-based authentication:

Enable DualShield Authentication
The next step is to enable DualShield two-factor authentication

1. In the IIS Manager, select “Default Web Site | adfs | ls”
2. Double click the “DualShield Authentication” icon

Enable “Enable Two-Factor Authentication on the Current Node”

Enable “Apply Settings to Child Nodes”

Select “Service Type” to “ADFS 2.0”

Click “Change” in the “SSO Server” section, enter the connection details of your DualShield SSO server

Only to enable the “SSL” option if your DualShield platform is operating on the SSL mode.
Select your DualShield application for the Office 365 service

Click “Apply” to save changes.

Enable Reverse Proxy

If you chose to enable the proxy feature in the DualShield SSO server settings, you will also need to enable the reverse proxy engine in the IIS server.

1. Select the web server (not a web site or virtual directory) node from the list on the left pane in the IIS manager window

2. In the "features view" window (the window in the middle), find "Application Request Routing" and double click it
3. On the right pane, find the "Server Proxy Settings..." link and click it

4. Back to the middle pane, tick (enable) the first check box, "Enable Proxy"

5. Click "Apply" on the left hand side window to save the change

Test Logon

1. Open a browser and navigate to https://login.microsoftonline.com
2. Enter a valid User ID
3. You will be then redirected to your ADFS server, and see the logon page presented by the DualShield SSO server:

![ADFS Logon Page]

4. Once you have been successfully authenticated by the DualShield SSO server, you’ll be redirected back to the Office 365 online portal:

![Office 365 Portal]

- END -