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1. Overview

This document describes how to integrate the Microsoft Windows Routing and Remote Access Service via Network Policy Server with the DualShield unified authentication platform in order to add two-factor authentication while access to the internal corporate network.

DualShield unified authentication platform includes a fully compliant RADIUS server – DualShield Radius Server. DualShield provides a wide selection of portable OTP tokens in a variety of form factors, ranging from hardware tokens, software tokens, and mobile tokens to USB tokens. These include:

- Deepnet SafeID
- Deepnet MobileID
- Deepnet GridID
- Deepnet CryptoKey
- RSA SecurID
- VASCO DigiPass Go
- OATH-compliant OTP tokens

In addition to support the one-time password, DualShield also supports on-demand password for RADIUS authentication. The produce that provides on-demand passwords in DualShield platform is Deepnet T-Pass. Deepnet T-Pass in an on-demand, token-less strong authentication that delivers logon passwords via SMS texts, phone calls, twitter direct messages or email messages.

The complete solution consists of the following components:

- DualShield Authentication Server
- DualShield Radius Server
- Microsoft Network Policy Server
- VPN Gateway
- VPN Client
2. **Prerequisites**

It is expecting the Network Policy Server and Remote Routing Access Service have already been setup and operating.

You must have the DualShield Authentication Server and DualShield Radius Server installed and operating. For the installation, configuration and administrator of the DualShield Authentication and Radius server, please refer to the following documents:

- DualShield Authentication Platform - Installation Guide
- DualShield Authentication Platform - Quick Start Guide
- DualShield Authentication Platform - Administration Guide
- DualShield Radius Server – Installation Guide
3. **DualShield Configuration**

3.1 **Create a RADIUS logon procedure**

1. Login to the DualShield Management Console
2. In the main menu, select "Authentication | Logon Procedure"
3. Click the "Create" button on the toolbar
4. Enter a name and select "RADIUS" as the type

![Logon Procedure -- New](image1)

5. Click "Save"
6. Click the context menu icon of the newly create logon procedure, select "Logon steps"
7. In the popup window, click the "Create" button on the toolbar
8. Select the desire authenticator, e.g. "static password + one-time password"

![Logon Step -- 1](image2)

9. Click "Save"
3.2 Create a RADIUS application

1. In the main menu, select "Authentication | Applications"
2. Click the "Create" button on the toolbar
3. Enter a name and select a realm
4. Select the newly created logon procedure

   ![Application Info -- New](image)

5. Click "Save"
6. Click the Context menu of the newly created application, select "Agent"

   ![Assign to Agents](image)

   Select your DualShield Radius Server, e.g. "win2004x86-RADIUS"

7. Click "Save" and use the "Self-Test" function to verify that the application is correctly set up and ready.

   ![Self Test](image)

3.3 Register Network Policy Server as a Radius Client

1. In the main menu, select "RADIUS | Client"
2. Click the "Register" button on the toolbar
3. Select the application that was created in the previous steps.
4. Enter Network Policy Server's IP in the IP address field
5. Enter the Share Secret which will be used in Network Policy Server
6. Click "Save"
4. NPS Configuration

4.1 Create a RADIUS Client

1. Click "New" on the Radius Clients Context Menu

2. Enter the RRAS’s IP in the IP address filed, e.g. "192.168.1.104"
3. Enter the Shared secret password
4. Click "OK"

4.2 Create a Remote RADIUS Server Group

1. Click "New" on the Remote RADIUS Server Group Context Menu
2. Create the Remote RADIUS Server Group, e.g. "DualShield Radius Server Group"
3. Enter the name or IP address of the DualShield Radius Server
4. Select "Authentication/Accounting" tab on the Radius Clients Context Menu, enter the shared secret password.

5. Select "Load Balancing" tab, allocate the weight and click "OK"

4.3 Create a Connection Request Policy

1. Create the connection request policies, e.g. "DualShield Radius Connection Policy"
2. Change type of network access server to "Remote Access Server (VPN-Dial up)" and click "Next"
3. Add a new condition "Day and Time Restrictions" and select "Permitted" to allow certain time of connection and press "OK" and "Next"

4. Select "Forward requests to the following remote RADIUS server group for authentication" and select the newly server group "DualShield Radius Server Group"
5. Click "Next" and "Finish"

4.4 Create a Network Policy

1. Create Network Policies, e.g. "DualShield Radius Network Policy"
2. Change type of network access server to "Remote Access Server (VPN-Dial up)" and click "Next"
3. Add a new condition "Day and Time Restrictions" and select "Permitted" to allow certain time of connection and press "OK" and "Next"

4. Specify Access Permission and click "Next"
5. Select the authentication methods

6. Click "Next" and "Finish"
5. **RAS Configuration**

1. Select "Routing and Remote Access", right click and select "Properties"
2. Select the "Security" tab and click "Authentication methods", select the authentication methods and click "OK"

3. Click the "Configure", and the Server IP address which is the host name or IP address of NPS Server, e.g. "192.168.1.108" and shared secret password.

4. Click "OK"
6. **Dial-up Client Configuration**

1. Launch the Remote Access Client

2. Click the "Properties", and select the "Security" tab

3. Select the "Data Encryption" option from the dropdown list

4. Check the "PAP" option
7. Authentication Test

1. Enter the Username, e.g. "demo.test"
2. Enter the password, e.g. "Password123456"

Note

CHAP and MS-CHAP.v2 is not supported when the passcode consists of the AD password (Static Password). In other words, if the User Directory or Identity Source of a VPN application is an external AD or LDAP server, and the passcode is "Static Password", "One-Time Password + Static Password" or "Static Password + One-Time Password", then CHAP and MS-CHAP.v2 cannot be supported.

If you have to use CHAP and MS-CHAP.v2, then the passcode should not include AD password, or the User Directory or Identity Source of the VPN application is created in the internal SQL Server.
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